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module can maintain a list of networks. The list can comprise
forbidden public land mobile network data. Software can
manage the forbidden public land mobile network data. For
example, an applet transmitted to the subscriber identity mod-
ule can periodically delete entries from the list and/or reset the
subscriber identity module on predefined time intervals or
when specified events occur.

11 Claims, 4 Drawing Sheets
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1
METHOD AND SYSTEM FOR MANAGING
SUBSCRIBER IDENTITY MODULES ON
WIRELESS NETWORKS FOR
MACHINE-TO-MACHINES APPLICATIONS

CROSS REFERENCE TO RELATED
APPLICATIONS

This patent application is a continuation application of
U.S. patent application Ser. No. 13/681,460, filed Nov. 20,
2012, which is a continuation of U.S. patent application Ser.
No. 13/345,018, now U.S. Pat. No. 8,412,186, filed Jan. 6,
2012, which claims priority under 35 U.S.C. §119 to U.S.
Provisional Patent Application No. 61/430,763, entitled
“Method for Automatic Management of SIM Resident For-
bidden Networks in Unmanned Machine Embedded Appli-
cations” and filed Jan. 7, 2011 in the name of Patrick Aidee
and Greg Selig, the entire contents of which each are hereby
incorporated herein by reference.

FIELD OF THE TECHNOLOGY

The present invention relates generally to managing a sub-
scriber identity module of a mobile station that is connected to
awireless network and that may be associated with a machine
for machine-to-machine communication, and more specifi-
cally to automatic or periodic deletion of networks that are
marked as forbidden to the subscriber identity module.

BACKGROUND

When a wireless telecommunications system mobile sta-
tion (“MS”) detects the presence of signals from a system
technically compatible with the mobile station, the mobile
station will attempt to register or make its presence known
with the system. Industry standard specifications provide
details of a typical registration process, such as the standards
identified as 3GPP TS 23.122 and 3GPP TS 11.11, which are
available from the 3" Generation Partnership Project
(“3GPP”), and others. Ifthe registration is denied, the mobile
station will create a data entry in its subscriber identity mod-
ule (“SIM”), also known as a subscriber identification mod-
ule, indicating that the system is a forbidden public land
mobile network (“FPLMN”). The mobile system then uses
this entry, in the future, to avoid further registration attempts
on such forbidden system(s). As described in the aforemen-
tioned industry standards, the forbidden public land mobile
network list, if existing, is deleted when the mobile station is
switched off or when the subscriber identity module is
removed, thus permitting another, future attempt at registra-
tion with the formerly forbidden system.

For cell phones and other personal handheld devices, such
resetting of the forbidden public land mobile network list on
device power cycles offers advantages as the nature or reason
for registration denial is fluid and may change. In other words,
in some future registration, the mobile station may not be
denied. For example, denial would no longer be appropriate
if, in the interim, a roaming contract was enacted between the
serving system and the mobile system’s home system.
Accordingly, conventional industry standard operations for
dealing with forbidden public land mobile network data are
suitable for many portable mobile stations that are subject to
frequent power cycling or subscriber identity module remov-
als, such as in a personal wireless telecommunications hand-
set.

However, such conventional approaches can be detrimen-
tal for a mobile station integrated as the communications link
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for unmanned applications that may involve telemetry, asset
tracking, device monitoring and other applications generally
referred to in the industry’s vernacular as “M2M” products,
which stands for machine-to-machine. A typical mobile sta-
tion used in a machine-to-machine application will not nor-
mally encounter frequent power cycles or subscriber identity
module removals. Furthermore, since such machine-to-ma-
chine mobile station applications are typically unmanned and
geographically dispersed, power cycling a mobile station in
order to flush the forbidden public land mobile network list
would typically involve a manned site visit. Such visits can be
expensive and difficult.

Accordingly, conventional approaches that rely on current
industry standards for managing forbidden public land
mobile network lists are largely ill suited to machine-to-
machine applications. The field lacks an affordable and effi-
cient method of deleting forbidden public land mobile net-
work data for mobile stations used in a machine-to-machine
applications.

In view of the foregoing discussion of representative defi-
ciency in the art, need is apparent for improved management
of subscriber identify modules. Need exists for autonomous
manipulation or deletion of forbidden public land mobile
network data of a subscriber identity module. Need exists for
a technology that can periodically delete forbidden public
land mobile network data of a mobile station. Need exists for
a capability to eliminate costly, in-person visits to mobile
stations by a technician in order to delete forbidden public
land mobile network data. Need exists for an automated capa-
bility to load a software program into a remote mobile sta-
tion’s subscriber identity module of a mobile station, for
periodically deleting forbidden public land mobile network
data of the mobile station. A capability addressing one or
more such needs, or some related deficiency in the art, would
promote machine-to-machine systems and applications as
well as the general field of wireless communications.

SUMMARY

The present technology supports managing data stored in
memory at a mobile station, for example a network list main-
tained at a subscriber identity module of the mobile station.

In one aspect of the present invention, a mobile station
connected to a wireless network can comprise a subscriber
identity module. The subscriber identity module can maintain
data regarding forbidden public land mobile networks. A
computer program loaded on the subscriber identity module
can manage the data. The computer program can periodically
delete part or all of the data. The computer program can
determine deletion times and/or take other actions by tracking
the number of communications received or observed over the
wireless network, where the communications occur with
some level of regularity.

The discussion of managing wireless communication sys-
tems presented in this summary is for illustrative purposes
only. Various aspects of the present invention may be more
clearly understood and appreciated from a review of the fol-
lowing detailed description of the disclosed embodiments
and by reference to the drawings and the claims that follow.
Moreover, other aspects, systems, methods, features, advan-
tages, and objects of the present invention will become appar-
ent to one with ordinary skill in the art upon examination of
the following drawings and detailed description. It is intended
that all such aspects, systems, methods, features, advantages,
and objects are to be included within this description, are to be
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within the scope of the present invention, and are to be pro-
tected by the accompanying claims.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is an illustration of an exemplary wireless system
supporting machine-to-machine applications in accordance
with certain embodiments of the present invention.

FIG. 2 is an functional block diagram of an exemplary
mobile station in accordance with certain embodiments of the
present invention.

FIG. 3 is a flowchart for an exemplary process for manag-
ing a subscriber identity module in accordance with certain
embodiments of the present invention.

FIG. 4 is an illustration of exemplary poll interval logic for
managing a subscriber identity module in accordance with
certain embodiments of the present invention.

Many aspects of the invention can be better understood
with reference to the above drawings. The elements and fea-
tures shown in the drawings are not to scale, emphasis instead
being placed upon clearly illustrating the principles of exem-
plary embodiments of the present invention. Moreover, cer-
tain dimensions may be exaggerated to help convey such
principles visually. In the drawings, reference numerals des-
ignate like or corresponding, but not necessarily identical,
elements throughout the several views.

DETAILED DESCRIPTION OF EXEMPLARY
EMBODIMENTS

In accordance with certain exemplary embodiments of the
present invention, a computer-based method or process can
manage data maintained at a subscriber identity module of a
mobile station, such as a list of forbidden public land mobile
networks stored in memory of a subscriber identity module. A
software module executing on the subscriber identity module
can implement the method or process. The software module,
which can take the form of an applet, can be transmitted
wirelessly to the mobile station, such as over a cellular net-
work.

Certain exemplary embodiments of the present invention
support automatically clearing one or more forbidden net-
works from memory in a subscriber identity module of a
mobile station. The mobile station can be part of a network of
mobile stations providing communication links for
unmanned, geographically dispersed applications. Automatic
management of forbidden network data in machine-to-ma-
chine applications can enhance functionality in fluid network
environments, for example reducing costs, improving effi-
ciency, and avoiding many onsite technician visits.

Such machine-to-machine applications can comprise two
devices communicating with one another wirelessly. The
communications can involve telemetry. For example, sensors
can detect or capture events, such as a change in temperature,
speed, or some other parameter, and relay information about
such events through a communication, information, or com-
puting network. A hub, gateway, or manager can process
and/or aggregate event information, for example in connec-
tion with providing a human interface.

In certain exemplary embodiments of the present inven-
tion, a software program can reside in one or more subscriber
identity modules of one or more mobile stations. The soft-
ware program can delete forbidden public land mobile net-
work data of such mobile station or stations periodically
and/or programmatically. The software program can periodi-
cally or automatically delete one or more networks from a list
of networks that are marked as forbidden to the subscriber
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identity module. In certain embodiments, the software pro-
gram can be transferred from a remote location into one or
more subscriber identity modules of one or more mobile
stations. In certain embodiments, the software program com-
prises a JAVA software program applet. In certain embodi-
ments, the software program resets one or more data files
located in a subscriber identity module. In certain embodi-
ments, the software program resets the subscriber identity
module and/or an associated wireless modem if the mobile
station has not a successful global system for mobile commu-
nications (“GSM”) registration within a specified amount of
time after power up, for example within fifteen minutes or
some other appropriate time. In certain embodiments, the
software program restores one or more data files located in a
subscriber identity module of a mobile station to a predeter-
mined state when the mobile station fails registration. In
certain embodiments, the software program restores one or
more data files located in a subscriber identity module of a
mobile station to a predetermined state when the mobile
station does not successfully register within a predetermined
time period. In certain embodiments, the software program
restores one or more data files located in a subscriber identity
module of a mobile station to a predetermined state at a
predetermined time. In certain embodiments, the software
program resets a subscriber identity module of a mobile sta-
tion periodically, for example daily or every twenty-four
hours or at some other appropriate interval.

Certain exemplary embodiments of the present invention
can comprise a method or process for automatic management
of subscriber identity module resident forbidden networks in
unmanned applications. Certain exemplary embodiments of
the present invention can comprise a method or process for
automatic management of subscriber identity module resi-
dent forbidden networks in machine embedded applications.

Technology for managing subscriber identity modules will
now be discussed more fully hereinafter with reference to
FIGS. 1-4, which describe representative embodiments of the
present invention. In the context of a representative operating
environment for certain embodiments of the present inven-
tion, FIG. 1 describes a representative wireless network com-
prising a mobile station associated with a machine. The illus-
trated mobile station can be a machine-to-machine mobile
station. FIG. 2 describes a representative embodiment of the
mobile station that comprises a subscriber identity module.
FIGS. 3 and 4 describe a representative process for managing
the subscriber identity module.

The invention can be embodied in many different forms
and should not be construed as limited to the embodiments set
forth herein; rather, these embodiments are provided so that
this disclosure will be thorough and complete, and will fully
convey the scope of the invention to those having ordinary
skill in the art. Furthermore, all “examples” or “exemplary
embodiments” given herein are intended to be non-limiting,
and among others supported by representations of the present
invention.

Turning now to FIG. 1, this figure illustrates a wireless
system 100 supporting machine-to-machine applications
according to certain exemplary embodiments of the present
invention. As illustrated, a cellular network 175 comprises
cell towers 180, 1805, . . . 180 that link multiple machines
125, 1255, . . . 125n to a gateway 190. The cellular network
175 can comprise a radiotelecommunications network such
as the global system for mobile communications (“GSM”)
system or the universal mobile telecommunications system
(“UMTS”) system, for example.

The machine 125 is illustrated in exemplary form as a
tractor. Other machines that can be supported include road



US 9,414,240 B2

5

vehicles, sensors, vending machines, meters, gauges, pumps,
motors, industrial equipment, manufacturing machines, elec-
trical equipment, transformers (that may or may not have
moving parts), generators, and computing equipment, to
mention a few representative examples without limitation.

As will be discussed in further detail below, each machine
120 has an associated mobile station 150 that sends and
receives wireless signals over the cellular network. The gate-
way 190 can provide an interface to the machines 125,
1256, . . . 1251 for connectivity to a managing computer-
based system that may comprise a human interface.

In certain exemplary embodiments, the wireless system
100 illustrated in FIG. 1 comprises one or more of the tech-
nologies disclosed in U.S. Pat. No. 7,936,256, entitled
“Method and System for Interacting with a Vehicle Over a
Mobile Radio Telephone Network™ and issued on May 3,
2011 in the name of Tomas Murray and Edward R. Jansson.
The entire contents of U.S. Pat. No. 7,936,256 (entitled
“Method and System for Interacting with a Vehicle Over a
Mobile Radio Telephone Network™ and issued on May 3,
2011 in the name of Tomas Murray and Edward R. Jansson)
are hereby incorporated herein by reference.

In certain exemplary embodiments, the wireless system
100 illustrated in FIG. 1 of the present application can com-
prise a cellular-based system in accordance with the disclo-
sure in U.S. Pat. No. 7,936,256, for example the cellular-
based system that is referenced as “cellular-based system
100” in U.S. Pat. No. 7,936,256 and that is illustrated in the
FIG. 1 and described in the specification of U.S. Pat. No.
7,936,256.

In certain exemplary embodiments, the wireless system
100 illustrated in FIG. 1 of the present application can com-
prise a cellular mobile radiotelephone system in accordance
with the disclosure of U.S. Pat. No. 7,936,256, for example
the cellular mobile radiotelephone system that is referenced
as “CMR system 8” in U.S. Pat. No. 7,936,256 and that is
illustrated in the FIGS. 1, 3A, and 3B and described in the
specification of U.S. Pat. No. 7,936,256.

In certain exemplary embodiments, the vehicle 100 illus-
trated in FIG. 1 of the present application can comprise a
vehicle in accordance with the disclosure of U.S. Pat. No.
7,936,256, for example the vehicle that is referenced as
“vehicle 105”7 in U.S. Pat. No. 7,936,256 and that is illustrated
in the FIGS. 1 and 2 and described in the specification of U.S.
Pat. No. 7,936,256.

In certain exemplary embodiments, the gateway 190 illus-
trated in FIG. 1 of the present application can comprise a
gateway in accordance with the disclosure of U.S. Pat. No.
7,936,256, for example the gateway that is referenced as
“communication gateway 135” in U.S. Pat. No. 7,936,256
and that is illustrated in the FIG. 1 described in the specifica-
tion and other figures of U.S. Pat. No. 7,936,256.

Turning now to FIG. 2, this figure illustrates a functional
block diagram of a mobile station 150 according to certain
exemplary embodiments of the present invention. The mobile
station 150 illustrated in FIG. 2 exemplifies the mobile station
150 illustrated in FIG. 1 and discussed above and will be
described in further detail below in that exemplary context. In
the illustrated embodiment, the mobile station 150 comprises
two logical units, specifically mobile equipment 225 and a
subscriber identity module 200.

The mobile equipment 225 comprises the radio compo-
nents and provides network access through a radio interface,
exemplarily embodied as a transceiver 230 and an associated
antenna 220, as illustrated. The mobile equipment 225 further
comprises computational elements, exemplarily embodied as
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a microprocessor module 205 and associated volatile
memory 215 and nonvolatile memory 210.

The transceiver 230 and its associated antenna 220 com-
municate data bidirectionally over the cellular network 175.
The transceiver 230 comprises circuitry (not shown) for pro-
cessing incoming and outgoing wireless signals through the
cellular network system 175.

The microprocessor module 205 controls operations and/
or telemetry of the mobile station 150 based on local sensory
information and commands received via cellular network
175. The microprocessor module can comprise a micropro-
cessor, microcontroller, controller, or other computing ele-
ment that executes instructions or code.

In certain exemplary embodiments, the subscriber identity
module 200 comprises a small circuit printed on a card that
fits within or physically connects to the mobile equipment
225. In certain exemplary embodiments, the subscriber iden-
tity module 200 can comprise a “SIM card.”

The term “SIM card,” as used herein, is substantially con-
sistent with typical industry terminology and generally refers
to a small card that connects to a mobile station and that stores
data regarding a subscriber’s identity, such as information
about one or more networks. For example, certain SIM cards
can comprise an integrated circuit that securely stores an
international mobile subscriber identity (“IMSI”) and a
related key that identifies and authenticates a subscriber on
mobile telephony devices. While many SIM cards are remov-
able from an associated mobile station to facilitate transfer to
another mobile station, others may be permanently attached,
for example via soldering.

Certain SIM cards contain a unique serial number known
as an integrated circuit card identifier (“1CCID”), internation-
ally unique number of the mobile user (IMSI), security
authentication and ciphering information, temporary infor-
mation related to the local network, a list of accessible ser-
vices, and a password, for example a PIN and a PUK for PIN
unlocking SIM cards typically store forbidden public land
mobile network data.

Inthe illustrated embodiment, the subscriber identity mod-
ule 200 comprises a microprocessor module 265 that com-
prises non-volatile memory 260 and volatile memory 255.
The non-volatile memory 260 and the volatile memory 255
can be accessed by the mobile equipment 225 as well as by a
computing element within the subscriber identity module
200, such as a microprocessor or microcontroller.

The subscriber identity module 200 comprises an operat-
ing system. In certain embodiments the operating system is
based on proprietary or vendor-specific software, in which
case the subscriber identity module 200 can be referred to as
a native subscriber identity module. In certain embodiments,
the operating system is based on JAVA card, in which case the
subscriber identity module 200 can be referred to as a JAVA
card subscriber identity module. JAVA card is a subset of
JAVA programming language targeting embedded devices
and can be based on standards. JAVA card facilitates running
programs on the subscriber identity module that are hardware
independent and interoperable. “JAVA” is a registered trade-
mark of Oracle Corporation of Redwood Shores, Calif.

As will be discussed in further detail below, the subscriber
identity module 200 comprises an applet 275 that manages
forbidden public land mobile network data. In certain
embodiments, the applet 275 is a JAVA applet. The applet 275
can comprise an associated timer 280 for triggering time-
based actions, such as managing or resetting forbidden public
land mobile network data or associated hardware. The applet
275 can be stored on a compute readable medium, for
example in the volatile memory 255 or the nonvolatile
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memory 260 of the subscriber identity module 200. The
applet 275 can be executed by the operating system of the
subscriber identity module 200.

Either or both of the microprocessor module 205 and the
microprocessor module 265 can comprise a variety of digital
circuitry elements including flash memory, random access
memory (“RAM”), a digital-to-analog converter (“DAC”), an
analog-to-digital converter (“ADC”), and timing circuits.
Flash memory can facilitate software upgrades or replace-
ments. RAM can support data storage and program execution.

Either or both of the microprocessor module 205 and the
microprocessor module 265 can further comprise various
types of memory such as any one or combination of volatile
memory elements (e.g., forms of RAM such as DRAM,
EPROM, EEPROM, SRAM, SDRAM, etc.) and nonvolatile
memory elements (e.g., ROM, hard drive, tape, CDROM,
etc.). Moreover, the memory may incorporate electronic,
magnetic, optical, and/or other types of storage media and can
have a distributed architecture, where various components are
situated remote from one another, but can be accessed at the
mobile station 150.

A “computer-readable medium” can be any means that can
store, communicate, propagate, or transport a program for use
by or in connection with an instruction execution system,
apparatus, or device. The computer readable medium can be,
for example but not limited to, an electronic, magnetic, opti-
cal, electromagnetic, infrared, or semiconductor system,
apparatus, device, or propagation medium. More specific
examples (a nonexhaustive list) of the computer-readable
medium would include the following: an electrical connec-
tion (electronic) having one or more wires, a portable com-
puter diskette (magnetic), a RAM (electronic), a read-only
memory (ROM) (electronic), an erasable programmable
read-only memory (EPROM, EEPROM, or flash memory)
(electronic), an optical fiber (optical), and a portable compact
disc read-only memory (CDROM) (optical). Note that the
computer-readable medium could even be paper or another
suitable medium upon which the program is printed, as the
program can be electronically captured, via for instance opti-
cal scanning of the paper or other medium, then compiled,
interpreted or otherwise processed in a suitable manner if
necessary, and then stored in a computer memory.

Either or both of the microprocessor module 205 and the
microprocessor module 265 can also comprise logic imple-
mented in hardware with any or a combination of the follow-
ing technologies, which are each well known in the art: a
discrete logic circuit(s) having logic gates for implementing
logic functions upon data signals, an application specific
integrated circuit (ASIC) having appropriate combinational
logic gates, a programmable gate array(s) (PGA), a field
programmable gate array (FPGA), etc. Further a microcon-
troller, functioning as a microprocessor, can comprise an
integration of such digital logical devices.

Turning now to FIG. 3, this figure illustrates a flowchart for
aprocess 300 for managing a subscriber identity module 200
according to certain exemplary embodiments of the present
invention. In an exemplary embodiment, the applet 275
executing on the subscriber identity module 200 implements
process 300. Accordingly, FIG. 3 can be viewed as providing
an exemplary logic flow of the applet 275.

Certain steps in the process 300 (as well as other processes
and methods described herein) may naturally precede others
for the present invention to function as described. However,
the present invention is not limited to the order of the steps
described if such order or sequence does not alter the func-
tionality of the present invention to the extent of rendering the
present invention inoperable or nonsensical. Accordingly,
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those of skill in the art will appreciate that certain steps may
be performed before or after other steps or in parallel with
other steps without departing from the scope and spirit of the
present invention.

The present invention can include one or multiple com-
puter programs embodying certain functions disclosed herein
in text and/or as illustrated in functional block diagrams and
flow charts. However, it should be apparent that there could be
many different ways of implementing aspects of the present
invention in computer programming, and the invention
should not be construed as limited to any one set of computer
program instructions. Further, a skilled programmer would be
able to prepare such computer programs without undue
experimentation or difficulty based on the exemplary func-
tional block diagrams, flow charts, and associated description
in the application text.

Accordingly, disclosure of a particular set of program code
instructions is not considered necessary for an adequate
understanding of how to make and use the present invention.
The inventive functionality of certain programming aspects
of'the present invention will be explained in more detail in the
following description in conjunction with FIGS. 3 and 4
illustrating representative functions and program flow and
processes.

Referring now to FIG. 3, at step 305 of process 300, the
timer 280 of the applet 275 increments when transmission of
a message containing location information is detected. Loca-
tion messages are transmitted on average about every 30
seconds, each location message can be used to clock time. In
certain embodiments, each location message can comprise a
status command. For example, detection of twenty location
messages would provide an indication of a passage of
approximately ten minutes of time.

At inquiry step 310, the applet 275 determines whether
timer 280 has counted a sufficient number of location mes-
sages to indicate that a day has passed. In the exemplary
embodiment where the cellular network 175 transmits loca-
tion messages on 30-second intervals, a count of 2880 mes-
sages indicates that 24 hours have passed.

If inquiry step 310 determines that at least 24 hours have
passed, then the applet 275 executes step 350, which will be
discussed below.

If inquiry step 310 determines that 24 hours have not
passed, then the applet 275 waits until the terminal profile
(“TP”) of the SIM application toolkit is received at step 315.
The TP is a list of SIM application toolkit facilities that are
supported by the mobile equipment 225. In other terms, the
terminal profile indicates if the device supports Provide Local
Information. If the TP status received by the applet 275 sup-
ports the “Provide Local Information”, the applet 275 sends
the Provide Location Information proactive command to the
mobile equipment 225 in order to retrieve the (MCC/MNC)
and service level (No Service, Limited Service and Normal
Service) in step 325. If TP has not been received, then the
applet 275 exits process 315 at step 320. If on the other hand,
TP has been received, then processing proceeds to step 325.

At step 325, the applet 275 determines or provides local
information, the country code (“MCC”) and the network code
(“MNC”). At inquiry step 330, the applet 275 determines if
the country code and the network code are valid and if service
is normal. If the determination is positive, then process 300
executes step 335 to reset the 15-minute count and then exits
at step 320.

Ifthe applet 275 determines at inquiry step 325 that service
is not normal or that the country code and the network code
are invalid, then process 300 proceeds to step 340.
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At step 340, the applet 275 increments a 15 minute time
counter. At inquiry step 345, the applet determines whether
the 15 minute time counter is greater than or equal to 30
counts (where each count corresponds to about 30 seconds).
Ifthe determination is negative, then process 300 proceeds to
step 320 and exits. If on the other hand, the determination is
positive, then process 300 proceeds to step 350. Process 300
can branch to step 350 from step 345 or from step 310 as
described above.

At step 350, the applet 275 clears the forbidden public land
mobile network list (EF FPLMN), clears the network param-
eters of the last successful registration (EF LOCI), clears the
upper layer in the general packet radio service (“GPRS”)
network (ER LOCI GPRS, and repopulates the fields (refresh
reset). Following execution of step 340 process 300 exits at
step 320.

Turning now to FIG. 4, this figure illustrates a poll interval
logic diagram for managing a subscriber identity module 200
according to certain exemplary embodiments of the present
invention. FIG. 4 illustrates how applying the increment
clock step 450 to typical steps in a GSI registration process
provides the subscriber identity module 200 with a clocking
or timing capability. Accordingly, the subscriber identity
module 200 can take actions at specific times, periodically, or
on predetermined intervals without necessarily having a con-
ventional clock.

Referring now to FIGS. 3 and 4, the applet 275 (which can
comprise a JAVA software program) is installed in the sub-
scriber identity module 200 that is associated with mobile
equipment 225 of the mobile station 150. The applet 275 can
be downloaded to the subscriber identity module 200 over the
cellular network 175 from the gateway 190. The applet 275
resets certain data files, such as the forbidden public land
mobile network data file, located in the subscriber identity
module 200 and refreshes both the subscriber identity module
200 and the mobile equipment 225 each time the mobile
station 150 fails registration as well as on a daily basis. As per
the global system for mobile communications standards,
some reject codes may restrict the subscriber identity module
200 from registering onto an available global system for
mobile communications networks until a power cycle occurs.
The refresh of the subscriber identity module 200 and the
mobile equipment 225 can comprise such a power cycle. Each
reject code can have a different associated behavior. Some
reject codes may be implicit type rejects that force the modem
to not try again until the next power cycle (like illegal mobile
station and others). Some reject codes force the modem to
retry after a predetermined time or for a predetermined
amount number of attempt, for example.

Via the applet 275, a subscriber identity module 200 resi-
dent autonomous method resolves issues caused by such net-
work reject codes. The applet 275 on the subscriber identity
module 200 can determine if the mobile equipment 225 has
failed to register for nominally 15 minutes based upon use of
the status command, which is typically expected to be sent
approximately every 30 seconds in accordance with industry
standards. If the mobile equipment 225 fails to register to a
network for such a predetermined period, the following steps
execute:

1. The subscriber identity module 200 autonomously resets
data files for forbidden public land mobile networks, the
parameters of last successful registration, and the upper layer
of the general packet radio service network.

2. The subscriber identity module 200 autonomously
requests a refresh proactive command with option reset.

3. The mobile equipment 225 and the subscriber identity
module 200 reboot.
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At a predetermined time, for example once per day, the
applet 275 on the subscriber identity module 200 autono-
mously triggers a reset of the subscriber identity module 200
and the mobile equipment 225. The subscriber identity mod-
ule 200 autonomously counts 2880 status commands (24
hr/dayx60 min/hrx2 STATUS commands/minute). This
count triggers a reset as follows:

1. The subscriber identity module 200 autonomously resets
data files for forbidden public land mobile networks, the
parameters of last successful registration, and the upper layer
of the general packet radio service network.

2. The subscriber identity module 200 autonomously
requests a refresh proactive command with option reset.

3. The subscriber identity module 200 and the mobile
equipment 225 reboots.

Technology has been described for managing subscriber
identity modules and for managing forbidden public land
mobile network data. From the description, it will be appre-
ciated that an embodiment of the present invention overcomes
the limitations of the prior art. Those skilled in the art will
appreciate that the present invention is not limited to any
specifically discussed application or implementation and that
the embodiments described herein are illustrative and not
restrictive. From the description of the exemplary embodi-
ments, equivalents of the elements shown herein will suggest
themselves to those skilled in the art, and ways of construct-
ing other embodiments of the present invention will appear to
practitioners of the art. Therefore, the scope of the present
invention is to be limited only by the claims that follow.

What is claimed is:

1. A method comprising the steps of:

determining, by a computer program loaded on a sub-

scriber identity module, when a predetermined amount
of time has passed by counting messages that a cellular
network transmits periodically until a threshold number
of the messages have been counted, the threshold num-
ber substantially greater than one, the messages com-
prising status commands carrying location information
over the cellular network; and

initiating, by the computer program loaded on the sub-

scriber identity module, a predefined action in response
to determining that the predetermined amount of time
has passed,

wherein an increment clock step has been added to a GSM

registration process to provide the subscriber identity
module with a clocking or timing capability, and
wherein the predefined action comprises resetting a data
file that identifies at least one mobile network and that is
maintained on the subscriber identity module.

2. The method of claim 1, wherein a mobile station com-
prises the subscriber identity module.

3. The method of claim 1, wherein a wireless telecommu-
nications system mobile station comprises the subscriber
identity module.

4. A mobile station comprising:

mobile equipment comprising an antenna system for com-

munication over a cellular network;

a subscriber identity module (SIM), operatively coupled to

the mobile equipment; and

a computer program loaded on the subscriber identity mod-

ule, the computer program comprising instructions for:
determining when a predetermined amount of time has
passed by counting status commands that comprise
location messages and that periodically transmit over
the cellular network until a threshold number of the
status commands have been counted, the threshold
number not less than two, wherein an increment clock



US 9,414,240 B2

11

step has been added to a GSM registration process to
provide the subscriber identity module with a clock-
ing or timing capability; and
when the predetermined amount of time is determined to
have passed, deleting one or more networks from a list
of networks stored on the subscriber identity module.
5. The mobile station of claim 4, wherein the computer
program comprises the GSM registration process.
6. A mobile station comprising:
mobile equipment comprising:
a Microprocessor;
atransceiver, operatively coupled to the microprocessor,
and operative to process wireless signals incoming
from and outgoing to a cellular network; and
at least one antenna, operably coupled to the transceiver,
and operative to conduct the wireless signals;
a subscriber identity module (SIM), operatively coupled to
the mobile equipment; and
acomputer program loaded on the subscriber identity mod-
ule, the computer program comprising a timer that is
operative to increment time based on transmissions of
periodic messages containing location information and
initiate a time-based action based on counting a prede-
termined number of the periodic messages,
wherein the transmissions of periodic messages comprise
periodic transmissions of status commands over the cel-
lular network,
wherein an increment clock step has been added to a GSM
registration process to provide the subscriber identity
module with a clocking or timing capability, and
wherein the time-based action comprises clearing a forbid-
den public land mobile network list.
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7. The mobile station of claim 6, wherein the cellular
network transmits the periodic messages on average about
every 30 seconds.

8. The mobile station of claim 6, wherein the predeter-
mined number of periodic messages is not less than 20.

9. A computer-implemented method, comprising the steps
of:

identifying, by a subscriber identity module, an action to be

taken when a predetermined amount of time has passed,
the action comprising modifying mobile network data
stored on the subscriber identity module;
detecting, by the subscriber identity module, location mes-
sages that a cellular network transmits on a time interval,
wherein a plurality of the time intervals collectively
equate to the predetermined amount of time, the plural-
ity defined by a number;
tracking, by the subscriber identity module, passage of
time by counting the detected location messages; and

when said count of the detected location messages reaches
the number, determining, by the subscriber identity
module, that the predetermined amount of time has
passed and initiating the action,

wherein at least the detecting, tracking, and determining

steps are implemented by executing increment clock
steps added to a GSM registration process.

10. The computer-implemented method of claim 9,
wherein the number is at least 20 and the location messages
comprise status commands.

11. The method of claim 1, wherein the predetermined
amount of time comprises a periodic time interval.

#* #* #* #* #*



